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[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[bookmark: definitions][2]	3GPP TS 23.586: "Architectural Enhancements to support Ranging based services and Sidelink Positioning".
[3]	3GPP TS 23.273: "5G System (5GS) Location Services (LCS); Stage 2".
[4]	3GPP TS 23.304: "Proximity based Services (ProSe) in the 5G System (5GS)".
[5]	3GPP TS 23.287: "Architecture enhancements for 5G System (5GS) to support Vehicle‑to‑Everything (V2X) services".
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[7]	3GPP TS 38.355: " NR; Sidelink Positioning Protocol (SLPP); Protocol Specification".
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[9]	3GPP TS 33.303: "Proximity-based Services (ProSe); Security aspects".
[10]	3GPP TS 33.535: "Authentication and Key Management for Applications (AKMA) based on 3GPP credentials in the 5G System (5GS)".
[11]	3GPP TS 33.501: "Security architecture and procedures for 5G System".
[12]	3GPP TS 33.220: "Generic Authentication Architecture (GAA); Generic Bootstrapping Architecture (GBA)".
[13]	3GPP TS 33.122: "Security aspects of Common API Framework (CAPIF) for 3GPP northbound APIs".	
*************** End of the 1st Change ****************

***************Begin of the 2nd Change ****************
6.3.6.1	General
According to TS 23.586 [2], clause 5.6.2, Ranging/SL Positioning service can be exposed to the SL Positioning Client UE through PC5, though 5GC user plane or through 5GC control plane. The SL Positioning Client UE shall be authorized for Ranging/SL Positioning service exposure.
*************** End of the 2nd Change ****************

***************Begin of the 3rd Change ****************
6.3.6.X        Authorization procedure for Ranging/SL positioning service exposure through 5GC user plane
For Ranging/SL Positioning service exposure through the Network via user plane (i.e. clause 6.7.1.2.2 of TS 23.586 [2]), the NEF shall perform the authorization for the SL Positioning Client UE by verifying the onboarding credentials (i.e., OAuth 2.0 access token) as specified in clause 6.1 of TS 33.122 [13].  
If the Client UE is not authorized, the Ranging/SL Positioning service request shall be rejected.
To preserve the privacy of the to-be-measured UEs (e.g. Target UE/SL Reference UEs), the privacy profiles of the to-be-measured UEs shall be checked. Upon receiving Ngmlc_Location_ProvideLocation Request from the NEF (i.e. step 4 in clause 6.7.1.2.2 of TS 23.586 [2]), the GMLC shall perform the privacy check for the to-be-measured UEs as defined in clause 6.3.5 during the SL-MT-LR procedure (i.e. step 5 in clause 6.7.1.2.2 of TS 23.586 [2]).
*************** End of Changes ****************

